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ABSTRACT 

In this work, we present a dynamic channel coding scheme for 

robust transmission of JPEG2000 codestreams over Mobile Ad-

hoc Networks (MANET). The proposed system, based on 

dynamic Forward Error Correction (FEC) rate allocation allied to 

layered Unequal Error Protection (UEP), is implemented 

according to the main recommendations of Wireless JPEG2000 

standard final draft. We demonstrate that dynamic FEC rate 

allocation outperforms a priori FEC rate allocation. Going 

straightforward we validate the proposed scheme by deriving 

interesting results from Motion JPEG2000 video streaming over 

real MANET data traces.  

This application, developed within the European IST WCAM 

project, validates wireless JPEG2000 standards recommendations 

and is a step toward guaranteeing Quality of Service (QoS) in 

wireless JPEG2000 based data streaming systems. 

Categories and Subject Descriptors 

B.8.2 Performance Analysis and Design Aids; C.4 Performance of 

systems; D.1.1 Applicative (Functional) Programming; E.4 

Coding and information (error control codes) 

General Terms 

Algorithms, Performance, Reliability, Experimentation 

Keywords 

Forward Error Correction (FEC), layered Unequal Error 

Protection (UEP) with Reed-Solomon codes, wireless JPEG2000 

(JPWL), wireless video streaming, MANET. 

1. INTRODUCTION 
Nowadays, more and more multimedia applications integrate 

wireless transmission functionalities. Wireless networks are 

suitable for those types of applications, due to their ease of 

deployment and because they yield tremendous advantages in 

terms of mobility of User Equipment (UE). However, wireless 

networks are subject to a high level of transmission errors because 

they rely on radio waves whose characteristics are highly 

dependent of the transmission environment. 

 In wireless video transmission applications like the one 

considered in this paper and presented in Figure 1, effective data 

protection is a crucial issue. 

 

            

 

 

 

Figure 1: Wireless video streaming system 

 JPEG2000, the newest image representation standard, 

addresses this issue firstly by including predefined error resilient 

tools in his core encoding system (part 1)  and going 

straightforward by defining in its 11th part called wireless 

JPEG2000 ( JPWL) a set of error resilient techniques to improve 

the transmission of JPEG2000 codestreams over error-prone 

wireless channel.  

In [1], JPWL system description is presented and the performance 

of its Error Protection  Block (EPB) is evaluated. A fully 

JPEG2000 Part 1 compliant backward compatible error protection 

scheme was proposed in [2] where a memoryless Binary 

Symmetric Channel (BSC) is used for simulations. As packets 

errors arrive in burst in wireless channel the channel model used 

in [2] is not realistic. 

The wireless JPEG2000 system presented in this paper aimed at 

highlighting the importance of protecting JPEG2000 codestream 

according to JPWL specifications. Hence, JPWL main ideas such 

as Forward Error Correction and data interleaving are addressed.  

To the best of our knowledge the present work is the first to 

present results derived from JPEG2000 image/video streaming 

over realistic wireless channel model (Gilbert-Elliot) and real 

wireless channel traces.  

The paper is arranged as follows. In section 2, an overview of 

JPEG2000 is presented with a focus on JPWL (JPEG2000 11th 

part). Then the proposed JPWL based system is described in 

section 3 with details on its main modules. One subsection is 

dedicated to a priori and dynamic protection strategies of 

JPEG2000 codestreams with Reed-Solomon codes. The problem 
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of FEC rate allocation is discussed in section 4 and in section 5, 

experimental results are derived from JPEG2000 frames 

transmission over real MANET data traces. Finally, some 

conclusions are provided in section 6. 

2. JPEG2000 AND WIRELESS JPEG2000   

(JPWL) OVERVIEW 
JPEG2000 is the newest image compression standard completing 

the existing JPEG standard [3].  

The interest for JPEG2000 is growing since the Digital Cinema 

Initiatives (DCI) has selected JPEG2000 for future distribution of 

motion pictures.  

Its main characteristics are: lossy or lossless compression modes; 

resolution, quality and spatial scalability; transmission and 

progressive image reconstruction; error resilience for low bit rate 

mobile applications; Region Of Interest (ROI) functionality, etc. 

Part 1 of the standard defines different tools allowing the decoder 

to detect errors in the transmitted codestream, to select the 

erroneous part of the code and to synchronise the decoder in order 

to avoid decoder crash. Even if those tools give a certain level of 

protection from transmission errors, they become ineffective when 

the transmission channel experiences high bit error rate. Wireless 

JPEG2000 (JPEG2000 11th part) addressed this issue by defining 

techniques to make JPEG2000 codestream more resilient to 

transmission errors in wireless systems.  

Wireless JPEG (JPWL) which is still in standardization process, 

specifies error resilience tools such as Forward Error Correction, 

interleaving, unequal error protection. 

In this paper we present a wireless JPEG2000 video streaming 

system based on the recommendations of JPWL final draft [4].  

3. A WIRELESS JPEG2000 IMAGE/VIDEO 

STREAMING SYSTEM 

3.1 System Functionalities  
The functionalities of the proposed JPWL based system are 

presented in figure 2. The aim of this system is to efficiently 

transmit a Motion JPEG2000 (MJ2) video sequence through a 

wireless channel. 

The considered wireless channels are: the simulated Gilbert-Elliot 

channel model and a channel based on real traces. 

3.1.1 Description 
The input of the JPWL codec is a Motion JPEG2000 (MJ2) file. 

The JPEG2000 codestreams included in the Motion JPEG2000 

file are extracted and indexed.  

These indexed codestreams are then transmitted to the JPWL 

encoder ([4] presents a more accurate description of the JPWL 

encoder used) which applies FEC at the specified rate and adds 

the JPWL markers in order to make the codestream compliant to 

the Wireless JPEG2000 standard. At this stage, the frames are still 

JPEG2000 part 1 compliant, which means that any JPEG2000 

decoder is able to decode them.  

To increase the JPWL frames robustness, an interleaving 

mechanism is processed before each frame transmission through 

the error-prone channel. This is a recommended mechanism for 

transmission over wireless channel where errors occur in burst 

(contiguous long sequence of errors). Thank to the interleaving 

mechanism the correlation between errors is reduced. 

The step following the JPWL frames interleaving is the RTP 

packetisation. In this process, JPEG2000 codestream data or other 

types of data are incorporated into RTP packets as described in 

[5]. 

RTP packets are then transmitted through the wireless channel 

which is modelled by the Gilbert-Elliot channel model. This 

channel model will be further presented. 

At the decoder side, after the depacketisation process, the JPWL 

decoder corrects and decodes the received JPWL frames and 

rebuilds the JPEG2000 frames. At this stage, parameters such as 

Packet Error Rates ( PER ) are extracted and give information on 

the channel state. The decoder sends this information back to the 

JPWL encoder via the Up link. 

The last process of the transmission chain is the evaluation of the 

Peak Signal to Noise Ratio (PSNR) which measures the distortion 

between the transmitted and the decoded image/video. 

Indexing J2K frames

FEC rate allocation

JPWL compliant encoder

Interleaving & RTP packetization

Channel : Gilbert

RTP depacketization & Deinterleaving

JPWL decoder - PER

Transmitted MJ2_codestream -PSNR

MJ2_codestream

 

           Figure 2: JPWL based system functionalities 

3.1.2 Wireless channel modeling 
When designing the JPWL encoder, a special interest was 

dedicated to wireless channel modeling. In this paper we do not 

consider the memoryless Binary Symmetric channel (BSC) 

because this type of channel model is characterized by 

uncorrelated error occurrences which are not really representative 

of real wireless channel. Indeed, wireless channels experience 



burst errors leading to a correlated repartition of errors. Hence, we 

demonstrated in [6] that the Gilbert-Elliot model is a good low 

complex model to emulate MANET channels at application level. 

This model is based on first order Markov chains and we 

considered an 8-bit symbol oriented model to emulate the 

correlated error characteristics of wireless channel. 

The Gilbert model was first introduce by Gilbert in [7]. Elliot 

proposed an extension of the Gilbert model in [8], the last model 

is commonly known as the Gilbert-Elliot (GE). In the GE model, 

the wireless channel is modelled to have two states: good and bad. 

In the good state ( g ), the channel provides a constant and low 

symbol error probability ( GP ) whereas in the bad state ( b ), the 

channel experiences a high symbol error probability ( BP ). Hence 

we have GP << BP  for GE, and 0=GP and 1=BP  for the 

Gilbert channel, in other word the Gilbert model is a simplified 

GE model. 

Therefore, our wireless channel is modelled as a two 

state Markov process (figure 3). 

 

Figure 3:  Two-state Markov process scheme 

With this model the channel will produce error bursts. 

This is because while in bad state the probability of staying 

in it is greater than the probability of returning to good 

state. 

This Markov process is applied for each symbol and based 

on [9], we derived the Symbol Error Rate ( PER ) for GE: 
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For the Gilbert model, we have 0=GP and 1=BP , so the 

SER is given by:  
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A comprehensive description of the Markov modelling for 

wireless channel is explained in [10]. 

 

3.2 The protection strategies  
In order to make JPEG2000 codestreams resilient to transmission 

errors, Unequal Error Protection (UEP) is applied on the 

codestreams and Forward Error Correction with a priori 

assignment of Reed-Solomon (RS) codes is used first, this is the a 

priori strategy and then we consider the proposed dynamic 

channel coding strategy.  

3.2.1 A priori protection strategy 
In the “a priori protection strategy” we empirically fixed a set of 

RS codes for each image quality layer. So for an image with L 

quality layers we chose a set of L Reed-Solomon codes between 

the RS default codes registered by the JPWL Registration 

Authority. The most powerful of the L Reed-Solomon codes is 

assigned to the first layer and the other codes are assigned by 

decreasing order of power to the other quality layers. By this way 

all the image content is protected by decreasing order of 

importance in other words this protection strategy could be seen 

as a layered unequal error protection with fixed RS codes. 

3.2.2 Dynamic protection strategy 
In the Dynamic strategy the proposed algorithm emulated a the 

encoder side, uses information like Packet Error Rate ( per ), 

sent back by the decoder after a previous frame decoding process 

to evaluate the protection rate for the current frame being 

processed. By this way, each quality layer protection level is 

permanently adapted to the transmission condition. 

Thank to the dynamic protection strategy and to the proposed 

algorithm it is now possible to handle the decoding error 

probability ( Pe ) in the system guaranteeing through a good level 

of image quality during the transmission. So, even if this 

protection strategy slightly increases the complexity of the 

encoder protection module, it brings interesting improvement in 

terms of image quality and the most important of all it implies the 

notion of Quality of Service (QoS) in the transmission chain. 

However, the effectiveness of the ‘dynamic protection strategy’ 

strongly relies on the FEC rate allocation scheme. 

4. FEC RATE ALLOCATION PROBLEM 

4.1 Problem Formalisation and related work 
The problem of FEC allocation can be formulated as follow: given 

a wireless video streaming system with an available bandwidth of 

sB  (in bit/s) how the JPWL codec could choose the optimal FEC 

rate to apply to the layers of each frame in order to maximize the 

overall video quality? 

In [4], the JPEG2000 standardisation committee proposed a 

wireless transmission extension in which Error Sensitivity 

Descriptors (ESD) give input to the error protection parameters of 

the transmitted image packets. Up to now, many authors 

addressed the FEC allocation problem through the angle of a joint 

source-channel coding problem and proposed constrained 

optimization algorithms to solve the problem. Their algorithms 

apply Unequal Error Protection (UEP) based on the sensitivity of 

the JPEG2000 substreams, so in [11][12] as in other similar 

works, a distortion metric is minimized under a constraint bit rate 

budget. 

In [13], making an analogy between the FEC rate allocation 

problem and the Multiple-Choice Knapsack Problem (MCKP) 

leads to the conclusion that both problems are NP-hard. So most 

of the algorithms proposed in the literature led to exhaustive 

search among different FEC rate solutions, exponentially 

increasing their complexity. These algorithms are thus interesting 

for an offline video streaming but are unpractical for real time 

applications. 



We propose a new, frame based low complex algorithm for FEC 

rate allocation for efficient real time Motion JPEG2000 video 

streaming over wireless channel. 

4.2 Proposed algorithm 
Based on Motion JPEG2000 independent constituting frames we 

designed an algorithm which is build on a new frame oriented 

approach in the sense that the available bandwidth is considered 

in terms of symbol per frame instead of in bit/s as it is commonly 

done in other related work. The proposed algorithm processed 

each JPEG2000 frames and derived the FEC rate for each layer 

deciding at the same time which layer should be transmitted or not 

in regard to the available bandwidth. 

4.2.1 Basic assumptions and derived analytical 

metrics   

Let sB  be the available bandwidth in bit per second and avB  be 

the available bandwidth in symbol per frame. As the Forward 

Error Correction (FEC) is done at the byte level, we have 8=m  

bits per symbol. Fixing the MJPEG2000 sequence rate to 

sframeR
frame

/24=  leads to 
)/(

192*
framebytein

B

Rm

B
B s

frame

s

av ==
 

Let ql  be the length (in bytes) of the q ’th quality layer data 

stream. If ),( knRS  is the Reed-Solomon code used for the byte 

level FEC, a packet is a n  bytes stream with k  information data 

and kn −  redundant data. The code capacity is thus 
2

kn
t

−
=  . 

Though detailing the interleaving process is not in the scope of 

this paper, it is worth noticing that a good interleaving scheme 

(which will be further discuss) increases the codestreams 

robustness to transmission errors. 

Let qG be the image q ’th quality layer goodput (useful data 

after error correction), we have:  

∑
=

−=
q

i i

i
iq Pe

k

n
lG

0

)1(**  where ),( ii knRS  is the RS code used 

to protect the considered layer. 

4.2.2 Heuristic 
It has been widely observed that the Peak-Signal-to-Noise-Ratio 

(PSNR) is proportional to the video goodput [14][15][16]. This 

observation can be extended to JPEG2000 based video streaming 

system because contrary to temporal schemes such as MPEG-2 

and H 264, JPEG2000 encodes a single frame at a time, so errors 

don’t propagate through multiple frames, which increases video 

goodput. So improving the video quality (when using the PSNR 

as an objective quality metric) can be achieved by simultaneously 

maximizing the goodput over all the frames and reducing the 

decoding error probability.  

As the base layer ( 0=q ) is the most important one, it should be 

protected with the most powerful RS code without exceeding the 

available bandwidth. Thus, an RS code is used for each quality 

layer in such a way that for a given bandwidth, the maximum data 

are correctly transmitted. 

Let 0ε   be the maximum decoding error probability that we 

tolerable in the system, inessB ,  the bandwidth necessary for the 

transmission of the i ’th layer and irestB ,  the available 

bandwidth in the system when the i ’th layer is transmitted with 

the selected FEC rate. 

We consider 0ε  as the Quality of Service (QoS) metric so fixing 

0ε  for the base layer and 01 *2 εε =  for the enhancement 

layers is equivalent to fixing a QoS criterion in the system. This 

criterion is of central importance in our algorithm. As 32=ik  

(cf. JPWL final draft), the FEC rate is obtained by finding the 

)32,( onRS  codes to apply to each layer which maximize the 

overall goodput and reduce the decoding error probability ( Pe ). 

Explicitly, the problem becomes finding the maximal in  such 

that 0ε≤Pe  and the overall goodput ∑
=

+=
l

i

iGGG
1

0
 is 

maximized. 

4.2.2.1 Incorrect decoding probability estimation 
In our work we do not consider a cross layer estimation of 

transmission errors and we fixed the RTP packets payload (1032 

byte or symbols for all runs). The RTP Packet Error Rate 

estimated at the decoder side is used by the FEC allocation 

algorithm, at the encoder side, to emulate the Gilbert model from 

which we derived the probability Pe  that a decoded word is 

incorrect.  

In [9], J. R.Yee and E. J.Weldon proposed two methods, 

combinatorial and recursive, to estimate ),( nmP  the probability 

of  m  errors in a sequence of n symbols for different error-

correcting abilities. We rely on the double recursion method 

described in this work to estimate the decoding error 

probability Pe : 

∑
+=

=
n

tm

e nmPP
1

),(  Where  ),(),(),( nmPnmPnmP BG +=  

),( nmPG
 is the probability of m  errors in n  transmissions with 

the channel ending in state G  and ),( nmPB
is the probability of 

m  errors in n  transmissions with the channel ending in state 

B . 

4.2.2.2  Algorithm 
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End For 
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If (
avlness BB ≤,

 &  
1ε≤Pe  ) then process  

the following 
in  

Else 
ioq nn =,
    

End for 

         End If 

End For 

4.3 FEC rate estimation 
We used speedway0.j2k (the corresponding image is 

speedway_0.j2k ( frame 0 extracted from speedway.mj2 [17], 

288x352, 3 components, 3 layers) to test and validate our 

algorithm and the available bandwidth is 18Mbit/s. 

Figure 4 shows the FEC level ( on ) for the protection of the three 

layers of the JPEG2000 image for 
210*4.2 −=per and with 

different Quality of Service level (different oε ). Each FEC level 

( on ) corresponds to a specific )32,( onRS code used for layers 

protection. 

 

                      Figure 4: FEC level ( on ) versus oε  

As expected, increasing the QoS constraint (decreasing oε ) leads 

to high protection level ( on ) for base and enhancement layers. 

For low oε  ( 1010−≤oε ), high QoS constrained system, the 

protection level is high ( 80≥on ) for layer 0 et 1 meaning that 

high error correcting codes are required to achieve the desired 

Quality of Service (QoS). However high error correcting ability 

implies high bandwidth consumption leading to non transmission 

of the last enhancement layer 2 ( 0=on ). Relaxing the 

constraint on oε ( 105 1010 −− ≤≤ oε ) leads to reasonable 

protection level ( on ) selection, yielding simultaneous 

transmission of all protected layers. 

In Figure 5 we present the FEC level ( on ) evolution for layer 0, 

layer 1 and layer 2 when varying the Packet Error Rate under a 

fixed QoS constraint (
410−=oε ). We observe that the protection 

level ( on ) increases with per . 

 

    Figure 5:  Protection level ( on ) versus per (
410−=oε ) 



It is worth noticing that for
110.5 −≥PER ,  high level of the 

error correcting codes are needed to fit the fixed QoS constraint 

for the first two layers. However, due to bandwidth limitation the 

third layer is not transmitted. 

In this section we show that our algorithm dynamically allocates 

FEC rate according to the transmission conditions.  

We evaluate in the following section the effectiveness of the 

dynamic strategy in comparison to the a priori protection. 

5. JPEG2000 VIDEO STREAMING 

RESULTS 
The interest of this section is to compare the a priori and the 

dynamic protection strategies and to demonstrate the superiority 

of the last one. We first show the results achieved when using 

Gilbert channel models and highlight the practical interest of the 

dynamic protection strategy by using real wireless channel traces.  

The video sequence used is the speedway.mj2 [17] containing 200 

JPEG2000 frames at an overall quality of 0.2 bpp (bit per pixel) 

with 0.05 bpp for base layer, 0.1 bpp for the second layer and 0.2 

bpp for the third layer. 

As error occurrence in the transmission channel is a random 

process, different runs were made for each simulation and the 

Mean Square Error ( MSE ) between the original image (
oI ) and   

the decoded image (
dI ), is averaged over all the runs in order to 

have statistically representative metrics.  

The measured Peak Signal to Noise Ratio (PSNR) is obtained as 

follows: ( ) ∑ ∑
= =
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Where MSE  is the Mean Square Error over all the 
framesN  

images considered. In the case of Motion JPEG2000 

streaming, framesN  represents the 200 JPEG2000 frames 

constituting the video sequence Each PSNR measure is associated 

to a decoding rate metric which corresponds to crash estimation 

on the basis of frames transmission trials. 

In the a priori protection strategy, the protection rate is r=5/6 and 

the selected Reed-Solomon codes used for all image/video 

streaming tests are: RS (40, 32) for base layer, RS (38, 32) for 

layer 2, RS (38, 32) for layer 1 

For dynamic protection strategy, we used the algorithm presented 

in the previous section. 

Thanks to the wireless multimedia system proposed in figure 6, 

the effectiveness of the JPWL codec is evaluated by computing 

the PSNR at the output of the system. Through a client/server 

application the JPEG2000 frames extracted from the Motion 

JPEG2000 (MJ2) file are transmitted to the receiver which 

represents the wireless client.  

 

 Figure 6: Wireless multimedia system 

The wireless channel is emulated by wireless channel traces [18]. 

Those traces are a set of loss patterns covering different 

transmission scenarios (mobile or static). They where generated 

by connecting two laptops in ad-hoc network using two PCMCIA 

IEEE 802.11b/g  cards (at 2,4 GHz). 

The video sequence is streamed over the generated loss patterns. 

Each pattern corresponds to a specific Carrier to Noise ratio 

N

C  

(

N

C   is the ratio between the desired signal and the total received 

noise power). The considered loss patterns had a 
N

C  varying 

between 11dB and 20 dB corresponding to Bit Error Rate 

between 0.0001 and 0.025. The used mode at the physical layer of 

the wireless link is the mode 4 where the modulation is QPSK, the 

coding rate is 3/4 and the Nominal  Data Rate alNoR min  is 

18Mbit/s.  

     Table 2: Well decoded JPEG2000 frames mean PSNR  

PER  PSNR (dB) 

A priori FEC 

PSNR (dB) 

Dynamic FEC 

310*1.5 −
 

42.0995    42.0691    

210*13.6 −
 

42.0755    42.0787    

110*662.2 −

 

42.0752 42.0768 

 

Table 2 shows that PSNR is almost the same (42 dB) for a priori 

and dynamic protection strategies when considering only the well 

decoded JPEG2000 frames. Fixing well transmitted image PSNR 

threshold to 35 dB leads to the interesting conclusion that in our 

scenario all well decoded frames  have a good and almost fixed 

quality ( dBPSNR 42≈ ) .  

When considering the successful decoding rate in figure 7, we 

notice that for channels experimenting 
110*8 −≤PER  both 

strategies, a priori and dynamic perform the same way in terms of 

decoding rate. This is due to the fact that the wireless channel 

considered experiments few transmission errors so channel coding 

do not significantly impacts JPEG2000 decoder performance. For 
11 1010*8 −− ≤≤ PER the dynamic protection strategy 

increases the successful decoding rate 5% more than a priori 

protection. 

Video 

camcorder 

 
JPWL 

encoder 

 
JPWL 

decoder 

Wireless_client Video_server 



 
 Figure 7: Successful decoding rate versus PER 

For 
110−≥PER  dynamic FEC rate allocation outperforms a 

priori FEC strategy by a 10% supplementary increase of the 

successful decoding rate. 

6. CONCLUSION 
In this paper, a JPWL compliant system based on FEC rate 

allocation scheme for robust transmission of JPEG2000 

images/video over MANET is presented. 

We then presented two protection strategies, a priori and 

dynamic FEC rate allocation based on layered Unequal 

Error Protection (UEP). We discussed the problem of FEC 

rate allocation and proposed a low complex algorithm for 

dynamic FEC rate allocation. Through an application of 

Motion JPEG2000 video streaming over real MANET data 

traces we demonstrated that dynamic FEC rate allocation 

outperforms a priori protection strategy and thanks to the 

proposed algorithm we handled the decoding error 

probability in the system under the bandwidth constraint.  

Summarizing we can say that JPEG2000, including the JPWL 

features, is a good point of departure to achieve robust video 

transmissions over noisy channels. Hence, we consider the 

proposed JPWL compliant system based on dynamic FEC rate 

allocation with layered Unequal Error Protection, as a valid 

foundation to accomplish efficient and reliable JPEG2000 based 

wireless multimedia transmissions. 
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